
114年7月反詐騙宣導- 

《 網路求職遇投資陷阱賠錢、丟帳戶更成了詐嫌 》
 

一、 最新詐騙案例 

某天，我在 Instagram 上滑著動態，無意間撇見1則看似正派

的徵才廣告「Netflix 影視字幕翻譯，薪資每週結算」。自詡外文

不錯的我必須把握住這機會，馬上點進連結，畫面跳轉到了某個

網站，填具個人資料後，便加了一位 Line 暱稱「人事顧問」好

友。 

這位顧問簡單詢問一些問題後，說我條件不錯，馬上把我拉

進一個 Line 群組「漢通投資股份有限公司」，表明公司近期正好

缺人。我當時誤以為遇到貴人，超開心的。 

進群後，由另一位「蔡彥鵬」組長接手招呼我，他說要帶了

解這個工作任務，主要是透過一款 APP「GlobalStoneX」進行投

資操作。只要按照群組內主任下達的指令操作，每次操作完要填

寫 Google 表單，每週就會有相對應的薪水入帳。 

我按指示操作一週後，帳戶多了幾千塊薪資，令我信心大

增，天真地以為找到夢幻兼職。不久後，對方表示內部有個「專

案測試模組」可以讓我用自己的錢操作，獲利會更高。我一時心

動，馬上私訊蔡組長，接著被拉進另一個私密群組。群裡一堆主

任、研究總監、總監助理，每個人開口就是一堆投資術語，耐心

地教導我如何創建電子錢包、把錢轉換成 USDT 以及入金操作。 

後來他們指控我誤會了某個操作指令，導致公司虧損，要求

我加碼投資本金來補償損失，甚至要我提供金融帳戶，我就這樣

傻傻地交錢、交帳戶。 

直到我的銀行帳戶忽然被警示鎖定，這才驚覺不對，跑去諮

詢警察，才知道遇到詐騙，回頭追問群組成員，已讀不回就算

了，後來還將我踢出群組。 

 

二、 防詐小撇步 

1. 求職，請洽勞動部或人力銀行管道，才有保障。 



2. 求職，卻要下載投資 APP、入錢，一定是詐騙。 

3. 別在不明網站提供個資，更不要拿帳戶給陌生人。 

 

三、 詐騙話術解析 

1. 假廣告主在社群媒體上刊登假求才廣告吸引點擊，再加入假

雇主 LINE 帳號。 

2. 假雇主以優渥薪資吸引注意，再誘導下載假投資 APP。 

3. 假雇主指責操作失誤，要求加碼投資，甚至交付金融帳戶來

補償損失。 

 

 

 

【資料來源：內政部警政署】 


